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Digital child abuse, the danger of Al-based exploitation

ecently, the Department for Science,

Innovation and Technology of the British

Government, along with the Al Safety
Institute (now called the Al Security Institute),
released the first-ever International Al Safety
Report 2025 (updated February 18, 2025). It flags
the imminent risk of the generation, the
possession, and the dissemination of child sexual
abuse material (CSAM) with the help of Artificial
Intelligence (Al) tools. Additionally, the United
Kingdom is making the first legislative attempt to
target the threats posed by Al tools that can
generate CSAM. CSAM refers to material (audio,
video, and images) that depicts a sexually explicit
portrayal of a child. In a similar vein, the World
Economic Forum, in a 2023 paper, highlighted
how generative Al can create life-like images,
especially of children. Moreover, the Internet
Watch Foundation, in its report released in
October 2024, underscored the proliferation of
CSAM on the open web. The Government of India
must amend existing laws to address the
emerging threats and ensure long-term
effectiveness.

Recent developments

The upcoming U.K. legislation will make it illegal
to possess, create, or distribute Al tools that can
generate CSAM. Moreover, it will be illegal to
possess paedophile manuals that may guide
individuals in using Al tools to generate CSAM.
This marks a progressive shift from an
‘accused-centric’ and ‘act-centric’ to a
‘tool-centric’ approach in dealing with these
abhorrent crimes.

The existing laws focus entirely on “who’ has
done ‘what’, placing less or no emphasis on the
‘tool/medium’ used to commit the said ‘act. For
instance, the Protection of Children Act 1978
criminalises taking, distributing, and possessing
an indecent photograph or pseudo-photograph of
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a child. Furthermore, the Coroners and Justice
Act 2009 criminalises the possession of a
prohibited image of a child, including
non-photographic materials. In contrast, the
proposed law outlaws even the possession and
use of such Al tools, making it deterrent and
holistic. Second, it will enable enforcement
authorities to apprehend offenders at the
preparation stage itself. Third, it can curb the
initial rippling effect caused by the spread of
CSAM on the mental health of children. Fourth, it
addresses the legislative gap concerning CSAM
generated as purely Al imagery, which was
previously restricted to the images of an ‘actual
child’

On whether India is future ready
According to the National Crime Records Bureau
(NCRB) Report 2022, cybercrimes against
children have substantially increased compared
to the previous year’s statistics. Moreover, the
National Cyber Crime Reporting Portal (NCRP),
under the aegis of the Cyber Crime Prevention
against Women and Children (CCPWC) scheme,
recorded 1.94 lakh child pornography incidents
as of April 2024. In 2019, the NCRB signed a
memorandum of understanding with the
National Centre for Missing and Exploited
Children (NCMEC), USA to receive tip-line reports
on CSAM. As of March 2024, 69.05 lakh cyber
tip-line reports have been shared with the States
and Union Territories concerned. The statistics
underscore the gravity of CSAM as a serious
threat to a child’s right to life and dignity in India.
Presently, Section 67B of the IT Act 2000
punishes those who publish or transmit material
in electronic form depicting children in sexually
explicit acts. Furthermore, Sections 13, 14, and 15
of the Protection of Children from Sexual
Offences Act, 2012 (POCS0) prohibit using
children for pornographic purposes, storing child

pornography in any form, and using a child for
sexual gratification. Additionally, Section 294 of
the Bharatiya Nyaya Sanhita penalises the sale,
distribution, or public exhibition of obscene
materials, while Section 295 makes it illegal to
sell, distribute, or exhibit such obscene objects to
children. However, the existing legislative
framework lacks adequate safeguards to deal with
the Al-generated CSAM.

A plan to follow

The existing legislative and policy framework in
India needs to adapt to futuristic challenges, by
making suitable changes. First, as proposed by
the NHRC Advisory in October 2023, the
definition of ‘child pornography’ under the
POCSO Act must be replaced with the phrase
‘CSAM’ to make it expansive. Second, the term
‘sexually explicit’ under Section 67B of the IT Act
must be defined to enable the real-time
identification and blocking of CSAM. Third, the
definition of ‘intermediary’ under the IT Act must
expressly include Virtual Private Networks,
Virtual Private Servers, and Cloud Services to
impose statutory liability on them to comply with
the CSAM-related provisions in Indian laws.
Fourth, statutory amendments are needed to
integrate the risks arising from emerging
technological advancements. Fifth, the
Government of India must pursue the adoption of
the UN Draft Convention on ‘Countering the Use
of Information and Communications Technology
for Criminal Purposes’ by the UN General
Assemnbly. Notably, the Ministry of Electronics
and Information Technology proposed the Digital
India Act 2023, currently in pipeline, to replace
the two-decade-old IT Act. Therefore, and lastly,
the proposed Digital India Act must draw
inspiration from the U.K.s upcoming legislation to
include the provisions specifically targeting
Al-generated CSAM.
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Digital child abuse, the danger of Al-based exploitation

ecently, the Department for Science,

Innovation and Technology of the British

Government, along with the Al Safety
Institute (now called the Al Security Institute),
released the first-ever International Al Safety
Report 2025 (updated February 18, 2025). It flags
the imminent risk of the generation, the
possession, and the dissemination of child sexual
abuse material (CSAM) with the help of Artificial
Intelligence (Al) tools. Additionally, the United
Kingdom is making the first legislative attempt to
target the threats posed by Al tools that can
generate CSAM. CSAM refers to material (audio,
video, and images) that depicts a sexually explicit
portrayal of a child. In a similar vein, the World
Economic Forum, in a 2023 paper, highlighted
how generative Al can create life-like images,
especially of children. Moreover, the Internet
Watch Foundation, in its report released in
October 2024, underscored the proliferation of
CSAM on the open web. The Government of India
must amend existing laws to address the
emerging threats and ensure long-term
effectiveness.

Recent developments

The upcoming U.K. legislation will make it illegal
to possess, create, or distribute Al tools that can
generate CSAM. Moreover, it will be illegal to
possess paedophile manuals that may guide
individuals in using Al tools to generate CSAM.
This marks a progressive shift from an
‘accused-centric’ and ‘act-centric’ to a
‘tool-centric’ approach in dealing with these
abhorrent crimes.

The existing laws focus entirely on “who’ has
done ‘what’, placing less or no emphasis on the
‘tool/medium’ used to commit the said ‘act. For
instance, the Protection of Children Act 1978
criminalises taking, distributing, and possessing
an indecent photograph or pseudo-photograph of
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a child. Furthermore, the Coroners and Justice
Act 2009 criminalises the possession of a
prohibited image of a child, including
non-photographic materials. In contrast, the
proposed law outlaws even the possession and
use of such Al tools, making it deterrent and
holistic. Second, it will enable enforcement
authorities to apprehend offenders at the
preparation stage itself. Third, it can curb the
initial rippling effect caused by the spread of
CSAM on the mental health of children. Fourth, it
addresses the legislative gap concerning CSAM
generated as purely Al imagery, which was
previously restricted to the images of an ‘actual
child’

On whether India is future ready
According to the National Crime Records Bureau
(NCRB) Report 2022, cybercrimes against
children have substantially increased compared
to the previous year’s statistics. Moreover, the
National Cyber Crime Reporting Portal (NCRP),
under the aegis of the Cyber Crime Prevention
against Women and Children (CCPWC) scheme,
recorded 1.94 lakh child pornography incidents
as of April 2024. In 2019, the NCRB signed a
memorandum of understanding with the
National Centre for Missing and Exploited
Children (NCMEC), USA to receive tip-line reports
on CSAM. As of March 2024, 69.05 lakh cyber
tip-line reports have been shared with the States
and Union Territories concerned. The statistics
underscore the gravity of CSAM as a serious
threat to a child’s right to life and dignity in India.
Presently, Section 67B of the IT Act 2000
punishes those who publish or transmit material
in electronic form depicting children in sexually
explicit acts. Furthermore, Sections 13, 14, and 15
of the Protection of Children from Sexual
Offences Act, 2012 (POCS0) prohibit using
children for pornographic purposes, storing child

pornography in any form, and using a child for
sexual gratification. Additionally, Section 294 of
the Bharatiya Nyaya Sanhita penalises the sale,
distribution, or public exhibition of obscene
materials, while Section 295 makes it illegal to
sell, distribute, or exhibit such obscene objects to
children. However, the existing legislative
framework lacks adequate safeguards to deal with
the Al-generated CSAM.

A plan to follow

The existing legislative and policy framework in
India needs to adapt to futuristic challenges, by
making suitable changes. First, as proposed by
the NHRC Advisory in October 2023, the
definition of ‘child pornography’ under the
POCSO Act must be replaced with the phrase
‘CSAM’ to make it expansive. Second, the term
‘sexually explicit’ under Section 67B of the IT Act
must be defined to enable the real-time
identification and blocking of CSAM. Third, the
definition of ‘intermediary’ under the IT Act must
expressly include Virtual Private Networks,
Virtual Private Servers, and Cloud Services to
impose statutory liability on them to comply with
the CSAM-related provisions in Indian laws.
Fourth, statutory amendments are needed to
integrate the risks arising from emerging
technological advancements. Fifth, the
Government of India must pursue the adoption of
the UN Draft Convention on ‘Countering the Use
of Information and Communications Technology
for Criminal Purposes’ by the UN General
Assemnbly. Notably, the Ministry of Electronics
and Information Technology proposed the Digital
India Act 2023, currently in pipeline, to replace
the two-decade-old IT Act. Therefore, and lastly,
the proposed Digital India Act must draw
inspiration from the U.K.s upcoming legislation to
include the provisions specifically targeting
Al-generated CSAM.
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Digital child abuse, the danger of Al-based exploitation

ecently, the Department for Science,

Innovation and Technology of the British

Government, along with the Al Safety
Institute (now called the Al Security Institute),
released the first-ever International Al Safety
Report 2025 (updated February 18, 2025). It flags
the imminent risk of the generation, the
possession, and the dissemination of child sexual
abuse material (CSAM) with the help of Artificial
Intelligence (Al) tools. Additionally, the United
Kingdom is making the first legislative attempt to
target the threats posed by Al tools that can
generate CSAM. CSAM refers to material (audio,
video, and images) that depicts a sexually explicit
portrayal of a child. In a similar vein, the World
Economic Forum, in a 2023 paper, highlighted
how generative Al can create life-like images,
especially of children. Moreover, the Internet
Watch Foundation, in its report released in
October 2024, underscored the proliferation of
CSAM on the open web. The Government of India
must amend existing laws to address the
emerging threats and ensure long-term
effectiveness.

Recent developments

The upcoming U.K. legislation will make it illegal
to possess, create, or distribute Al tools that can
generate CSAM. Moreover, it will be illegal to
possess paedophile manuals that may guide
individuals in using Al tools to generate CSAM.
This marks a progressive shift from an
‘accused-centric’ and ‘act-centric’ to a
‘tool-centric’ approach in dealing with these
abhorrent crimes.

The existing laws focus entirely on “who’ has
done ‘what’, placing less or no emphasis on the
‘tool/medium’ used to commit the said ‘act. For
instance, the Protection of Children Act 1978
criminalises taking, distributing, and possessing
an indecent photograph or pseudo-photograph of
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a child. Furthermore, the Coroners and Justice
Act 2009 criminalises the possession of a
prohibited image of a child, including
non-photographic materials. In contrast, the
proposed law outlaws even the possession and
use of such Al tools, making it deterrent and
holistic. Second, it will enable enforcement
authorities to apprehend offenders at the
preparation stage itself. Third, it can curb the
initial rippling effect caused by the spread of
CSAM on the mental health of children. Fourth, it
addresses the legislative gap concerning CSAM
generated as purely Al imagery, which was
previously restricted to the images of an ‘actual
child’

On whether India is future ready
According to the National Crime Records Bureau
(NCRB) Report 2022, cybercrimes against
children have substantially increased compared
to the previous year’s statistics. Moreover, the
National Cyber Crime Reporting Portal (NCRP),
under the aegis of the Cyber Crime Prevention
against Women and Children (CCPWC) scheme,
recorded 1.94 lakh child pornography incidents
as of April 2024. In 2019, the NCRB signed a
memorandum of understanding with the
National Centre for Missing and Exploited
Children (NCMEC), USA to receive tip-line reports
on CSAM. As of March 2024, 69.05 lakh cyber
tip-line reports have been shared with the States
and Union Territories concerned. The statistics
underscore the gravity of CSAM as a serious
threat to a child’s right to life and dignity in India.
Presently, Section 67B of the IT Act 2000
punishes those who publish or transmit material
in electronic form depicting children in sexually
explicit acts. Furthermore, Sections 13, 14, and 15
of the Protection of Children from Sexual
Offences Act, 2012 (POCS0) prohibit using
children for pornographic purposes, storing child

pornography in any form, and using a child for
sexual gratification. Additionally, Section 294 of
the Bharatiya Nyaya Sanhita penalises the sale,
distribution, or public exhibition of obscene
materials, while Section 295 makes it illegal to
sell, distribute, or exhibit such obscene objects to
children. However, the existing legislative
framework lacks adequate safeguards to deal with
the Al-generated CSAM.

A plan to follow

The existing legislative and policy framework in
India needs to adapt to futuristic challenges, by
making suitable changes. First, as proposed by
the NHRC Advisory in October 2023, the
definition of ‘child pornography’ under the
POCSO Act must be replaced with the phrase
‘CSAM’ to make it expansive. Second, the term
‘sexually explicit’ under Section 67B of the IT Act
must be defined to enable the real-time
identification and blocking of CSAM. Third, the
definition of ‘intermediary’ under the IT Act must
expressly include Virtual Private Networks,
Virtual Private Servers, and Cloud Services to
impose statutory liability on them to comply with
the CSAM-related provisions in Indian laws.
Fourth, statutory amendments are needed to
integrate the risks arising from emerging
technological advancements. Fifth, the
Government of India must pursue the adoption of
the UN Draft Convention on ‘Countering the Use
of Information and Communications Technology
for Criminal Purposes’ by the UN General
Assemnbly. Notably, the Ministry of Electronics
and Information Technology proposed the Digital
India Act 2023, currently in pipeline, to replace
the two-decade-old IT Act. Therefore, and lastly,
the proposed Digital India Act must draw
inspiration from the U.K.s upcoming legislation to
include the provisions specifically targeting
Al-generated CSAM.
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Digital child abuse, the danger of Al-based exploitation

ecently, the Department for Science,

Innovation and Technology of the British

Government, along with the Al Safety
Institute (now called the Al Security Institute),
released the first-ever International Al Safety
Report 2025 (updated February 18, 2025). It flags
the imminent risk of the generation, the
possession, and the dissemination of child sexual
abuse material (CSAM) with the help of Artificial
Intelligence (Al) tools. Additionally, the United
Kingdom is making the first legislative attempt to
target the threats posed by Al tools that can
generate CSAM. CSAM refers to material (audio,
video, and images) that depicts a sexually explicit
portrayal of a child. In a similar vein, the World
Economic Forum, in a 2023 paper, highlighted
how generative Al can create life-like images,
especially of children. Moreover, the Internet
Watch Foundation, in its report released in
October 2024, underscored the proliferation of
CSAM on the open web. The Government of India
must amend existing laws to address the
emerging threats and ensure long-term
effectiveness.

Recent developments

The upcoming U.K. legislation will make it illegal
to possess, create, or distribute Al tools that can
generate CSAM. Moreover, it will be illegal to
possess paedophile manuals that may guide
individuals in using Al tools to generate CSAM.
This marks a progressive shift from an
‘accused-centric’ and ‘act-centric’ to a
‘tool-centric’ approach in dealing with these
abhorrent crimes.

The existing laws focus entirely on “who’ has
done ‘what’, placing less or no emphasis on the
‘tool/medium’ used to commit the said ‘act. For
instance, the Protection of Children Act 1978
criminalises taking, distributing, and possessing
an indecent photograph or pseudo-photograph of
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a child. Furthermore, the Coroners and Justice
Act 2009 criminalises the possession of a
prohibited image of a child, including
non-photographic materials. In contrast, the
proposed law outlaws even the possession and
use of such Al tools, making it deterrent and
holistic. Second, it will enable enforcement
authorities to apprehend offenders at the
preparation stage itself. Third, it can curb the
initial rippling effect caused by the spread of
CSAM on the mental health of children. Fourth, it
addresses the legislative gap concerning CSAM
generated as purely Al imagery, which was
previously restricted to the images of an ‘actual
child’

On whether India is future ready
According to the National Crime Records Bureau
(NCRB) Report 2022, cybercrimes against
children have substantially increased compared
to the previous year’s statistics. Moreover, the
National Cyber Crime Reporting Portal (NCRP),
under the aegis of the Cyber Crime Prevention
against Women and Children (CCPWC) scheme,
recorded 1.94 lakh child pornography incidents
as of April 2024. In 2019, the NCRB signed a
memorandum of understanding with the
National Centre for Missing and Exploited
Children (NCMEC), USA to receive tip-line reports
on CSAM. As of March 2024, 69.05 lakh cyber
tip-line reports have been shared with the States
and Union Territories concerned. The statistics
underscore the gravity of CSAM as a serious
threat to a child’s right to life and dignity in India.
Presently, Section 67B of the IT Act 2000
punishes those who publish or transmit material
in electronic form depicting children in sexually
explicit acts. Furthermore, Sections 13, 14, and 15
of the Protection of Children from Sexual
Offences Act, 2012 (POCS0) prohibit using
children for pornographic purposes, storing child

pornography in any form, and using a child for
sexual gratification. Additionally, Section 294 of
the Bharatiya Nyaya Sanhita penalises the sale,
distribution, or public exhibition of obscene
materials, while Section 295 makes it illegal to
sell, distribute, or exhibit such obscene objects to
children. However, the existing legislative
framework lacks adequate safeguards to deal with
the Al-generated CSAM.

A plan to follow

The existing legislative and policy framework in
India needs to adapt to futuristic challenges, by
making suitable changes. First, as proposed by
the NHRC Advisory in October 2023, the
definition of ‘child pornography’ under the
POCSO Act must be replaced with the phrase
‘CSAM’ to make it expansive. Second, the term
‘sexually explicit’ under Section 67B of the IT Act
must be defined to enable the real-time
identification and blocking of CSAM. Third, the
definition of ‘intermediary’ under the IT Act must
expressly include Virtual Private Networks,
Virtual Private Servers, and Cloud Services to
impose statutory liability on them to comply with
the CSAM-related provisions in Indian laws.
Fourth, statutory amendments are needed to
integrate the risks arising from emerging
technological advancements. Fifth, the
Government of India must pursue the adoption of
the UN Draft Convention on ‘Countering the Use
of Information and Communications Technology
for Criminal Purposes’ by the UN General
Assemnbly. Notably, the Ministry of Electronics
and Information Technology proposed the Digital
India Act 2023, currently in pipeline, to replace
the two-decade-old IT Act. Therefore, and lastly,
the proposed Digital India Act must draw
inspiration from the U.K.s upcoming legislation to
include the provisions specifically targeting
Al-generated CSAM.
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Digital child abuse, the danger of Al-based exploitation

ecently, the Department for Science,

Innovation and Technology of the British

Government, along with the Al Safety
Institute (now called the Al Security Institute),
released the first-ever International Al Safety
Report 2025 (updated February 18, 2025). 1t flags
the imminent risk of the generation, the
possession, and the dissemination of child sexual
abuse material (CSAM) with the help of Artificial
Intelligence (Al) tools. Additionally, the United
Kingdom is making the first legislative attempt to
target the threats posed by Al tools that can
generate CSAM. CSAM refers to material (audio,
video, and images) that depicts a sexually explicit
portrayal of a child. In a similar vein, the World
Economic Forum, in a 2023 paper, highlighted
how generative Al can create life-like images,
especially of children. Moreover, the Internet
Watch Foundation, in its report released in
October 2024, underscored the proliferation of
CSAM on the open web. The Government of India
must amend existing laws to address the
emerging threats and ensure long-term
effectiveness.

Recent developments

The upcoming UK. legislation will make it illegal
to possess, create, or distribute Al tools that can
generate CSAM. Moreover, it will be illegal to
possess paedophile manuals that may guide
individuals in using Al tools to generate CSAM.
This marks a progressive shift from an
‘accused-centric’ and ‘act-centric’ to a
‘tool-centric’ approach in dealing with these
abhorrent crimes.

The existing laws focus entirely on ‘who’ has
done ‘what’, placing less or no emphasis on the
‘tool/medium’ used to commit the said ‘act.’ For
instance, the Protection of Children Act 1978
criminalises taking, distributing, and possessing
an indecent photograph or pseudo-photograph of
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a child. Furthermore, the Coroners and Justice
Act 2009 criminalises the possession of a
prohibited image of a child, including
non-photographic materials. In contrast, the
proposed law outlaws even the possession and
use of such Al tools, making it deterrent and
holistic. Second, it will enable enforcement
authorities to apprehend offenders at the
preparation stage itself. Third, it can curb the
initial rippling effect caused by the spread of
CSAM on the mental health of children. Fourth, it
addresses the legislative gap concerning CSAM
generated as purely Al imagery, which was
previously restricted to the images of an *actual
child.

On whether India is future ready
According to the National Crime Records Bureau
(NCRB) Report 2022, cybercrimes against
children have substantially increased compared
to the previous year’s statistics. Moreover, the
National Cyber Crime Reporting Portal (NCRP),
under the aegis of the Cyber Crime Prevention
against Women and Children (CCPWC) scheme,
recorded 1.94 lakh child pornography incidents
as of April 2024. In 2019, the NCRB signed a
memorandum of understanding with the
National Centre for Missing and Exploited
Children (NCMEC), USA to receive tip-line reports
on CSAM. As of March 2024, 69.05 lakh cyber
tip-line reports have been shared with the States
and Union Territories concerned. The statistics
underscore the gravity of CSAM as a serious
threat to a child’s right to life and dignity in India.
Presently, Section 67B of the IT Act 2000
punishes those who publish or transmit material
in electronic form depicting children in sexually
explicit acts. Furthermore, Sections 13, 14, and 15
of the Protection of Children from Sexual
Offences Act, 2012 (POCSO) prohibit using
children for pornographic purposes, storing child

pornography in any form, and using a child for
sexual gratification. Additionally, Section 294 of
the Bharatiya Nyaya Sanhita penalises the sale,
distribution, or public exhibition of obscene
materials, while Section 295 makes it illegal to
sell, distribute, or exhibit such obscene objects to
children. However, the existing legislative
framework lacks adequate safeguards to deal with
the Al-generated CSAM.

A plan to follow

The existing legislative and policy framework in
India needs to adapt to futuristic challenges, by
making suitable changes. First, as proposed by
the NHRC Advisory in October 2023, the
definition of ‘child pornography’ under the
POCSO Act must be replaced with the phrase
‘CSAM’ to make it expansive. Second, the term
*sexually explicit’ under Section 67B of the IT Act
must be defined to enable the real-time
identification and blocking of CSAM. Third, the
definition of ‘intermediary” under the IT Act must
expressly include Virtual Private Networks,
Virtual Private Servers, and Cloud Services to
impose statutory liability on them to comply with
the CSAM-related provisions in Indian laws.
Fourth, statutory amendments are needed to
integrate the risks arising from emerging
technological advancements. Fifth, the
Government of India must pursue the adoption of
the UN Draft Convention on *‘Countering the Use
of Information and Communications Technology
for Criminal Purposes’ by the UN General
Assembly. Notably, the Ministry of Electronics
and Information Technology proposed the Digital
India Act 2023, currently in pipeline, to replace
the two-decade-old IT Act. Therefore, and lastly,
the proposed Digital India Act must draw
inspiration from the U.Ks upcoming legislation to
include the provisions specifically targeting
Al-generated CSAM.
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‘At the root lies an anonymous fax’: Gujarat HC upholds acquittals in killing of
British nationals in 2002 riots

The court also considered that no Test Identification Parade of the accused had been
carried out in the case

https://indianexpress.com/article/cities/ahmedabad/qujarat-hc-acquittals-killing-british-
nationals-2002-riots-9920793/

Written by Aditi Raja | Vadodara | Updated: April 3, 2025 06:1
7 min read

The Guijarat High Court has upheld the acquittals of six persons accused in the case of
the alleged killing of four persons including three British nationals in 2002 post-Godhra
violence, one of the grounds being that the “root (of the investigation) lies in the
anonymous fax letter which was addressed to the British High Commission”.

The petition filed by British national Imran Dawood, a survivor and key eyewitness of the
deaths, had challenged the 2015 acquittals of the six accused by the Special trial court in
Himmatnagar, Sabarkantha district, set up following a Supreme Court order to fast-track
investigations into nine major riot cases that followed the train burning at Godhra on
February 27, 2002.

The HC also considered that no Test Identification Parade (TIP) of the accused had been
carried out in the case in which the accused had “not been described” even in the FIR
filed by the petitioner in 2002.

Story continues below this ad

The order of the division bench of Justice AY Kogje and Justice Samir J Dave, dated
March 6, which was uploaded on March 28, analyses several previous court verdicts in
cases connected to 2002 Gujarat riots as well as apex court judgements on the scope of
interference in acquittal appeals while also delving into the testimonies of 81 withesses in
the case.

The incident dates back to February 28, 2002, when Imran along with his uncles — Saeed
Dawood and Shakeel Dawood — and co-villager Mohammad Aswat, all British nationals,
were returning from a trip to Agra and Jaipur to their native Lajpur village of Navsari when
they were allegedly attacked by a mob on the highway in Vadvasa village near Prantij in
Sabarkantha.

According to the case, the victims were travelling in an SUV driven by Yusuf Suleman
Peragar who was killed on the spot while the petitioner and Aswat were injured even as
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the mob set the vehicle on fire. Aswat was later declared dead at a hospital. Saeed and
Shakeel, who ran for their lives into a nearby field, “were not found”.

The HC considered the sessions court verdict acquitting the six accused — Mitha Patel,
Chandu alias Prahlad Patel, Ramesh Patel, Manoj Patel, Rajesh Patel and Kala Patel —
citing that no TIP had been held in the case as the petitioner had deposed before the
court over a video call and also had a “Dock ldentification via video”. At the time of
identifying the accused, the petitioner had stated that the accused presented before him
“somewhat appeared” to be like the accused in the mob as the identification was held for
the first time six years after the incident, the HC observed.

Story continues below this ad

The court order stated, “The Sessions Court also while dealing with this issue has taken
into consideration the evidence of the witness (Imran) as also the FIR and the evidence
of the Investigating Officer and accepted the argument of the defence that the description
of the accused given by the witness denying investigation was only about the height,
clothes and approximate age. Even in the FIR itself, no description of the accused was
given. Therefore, the Sessions Court has rightly concluded that such an (Dock)
identification cannot be the sole ground to base conviction...”

The court order also considered the defence argument that the petitioner had stated in
his cross-examination during the trial about “difficulty in identifying the accused due to the
passage of time”. Challenging the defence argument, the petitioner’s counsel had stated
that the “trial court had erred in drawing a negative inference” against the petitioner that
he did not “want to take part in the Test Identification Parade”. The request for the
petitioner to remain present for the identification parade in May 2002 was “admittedly sent
to the British Deputy High Commission, Mumbai” and “there is nothing on record to show
that the said request was sent to the Complainant and that he had refused to participate
in the TIP”, said the counsel. The petitioner also argued that the police, despite having
two other eyewitnesses, apart from Imran, did not conduct the TIP.

Naming of the accused based on an anonymous letter fax received by the British Deputy
High Commissioner in Mumbai remained a contentious issue through the trial, the HC
observed.

As per the prosecution, on March 24, 2002, the British Deputy High Commissioner,
Howard Parkinson, received an anonymous fax, which named 10 persons as suspects in
the killing of the petitioner’s uncles. The court order stated that the British Deputy High
Commissioner forwarded the anonymous fax to the Director General of Police of Gujarat,
requesting him to direct the Prantij police to investigate further into the killings.

The state government constituted a Special Investigation Team (SIT) under former CBI
director RK Raghavan, in April 2008, after the Supreme Court directed the Gujarat
government to do so while hearing a 2003 petition of the National Human Rights
Commission. In 2009, the sessions court framed the charges against the six accused
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under Indian Penal Code sections 302 (murder), [153(A)] (Promoting enmity between
different groups on grounds of religion and doing acts prejudicial to maintenance of
harmony), 323(voluntarily causing hurt), 143 (punishment for unlawful assembly), 147
(punishment for rioting), 148 (rioting, armed with deadly weapon) among others.

The order stated, “The issue, therefore, arises that how at all the names of the accused
surfaced during the course of investigation and on what basis the respondents were
subjected to investigation and trial. The root lies in the anonymous fax letter which was
addressed to British High Commission, which narrated the names of the respondents as
accused persons...”

It further said, “The initiation of investigation is also based on an anonymous fax message
and not on the basis of the evidence of any independent eyewitness. For the foregoing
reasons, the Court does not find any reason to interfere with the impugned judgment and
order of acquittal passed by the Principal District and Sessions Judge (Specially
Designated Court), Sabarkantha at Himmatnagar... The appeal therefore deserves to be
and is hereby dismissed.”

The prosecution case was that Bilal Dawood, brother of Saeed, visited the site of the
incident later with the then British Deputy High Commissioner, lan Reakes, and “collected
fragments of bone” from the premises of a factory located approximately 400 metres away
from the burnt vehicle.

According to the prosecution case, a panchnama was carried out and the police inspector
then “handed over the bone fragments to the British Deputy High Commissioner, who
then arranged for it to be sent to the British Deputy High Commission, Mumbai, and
thereafter couriered to the Forensic Laboratory in Hyderabad”. Later, as per “instruction
by the Hyderabad laboratory”, the British Deputy High Commissioner arranged for a local
doctor to take blood samples from Bilal and other members of Saeed and Shakeel’s family
to assist in the identification.

The defence counsel, Senior Advocate RC Jani, had raised objection to the process
“‘unknown to law” as it was done by the official of British High Commission and “cannot
be treated as evidence collected during the course of investigation to be treated as legally
admissible evidence.”
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2002 Riots: Gujarat High Court Upholds 2015 Order Acquitting Six Men Accused Of
Killing Three British Nationals

https://www.livelaw.in/high-court/qujarat-high-court/gujarat-high-court-acquittal-six-men-
accused-killing-british-nationals-288171

LIVELAW NEWS NETWORK | 2 Apr 2025 11:45 AM

The Gujarat High Court has upheld a 2015 sessions court order which acquitted six men
in a case related to the killing of three British Nationals near Prantij, during the 2002 state-
wide riots which followed the Godhra Train Burning incident.

In doing so the court observed that there had been no test identification parade in the
matter and the dock identification was conducted for the first time after a gap of six years.
The court thus ruled that the manner in which dock identification of the accused was
conducted cannot be a relevant fact to convict them. It further observed that the initiation
of probe in this case was not based on independent eye witness evidence but on an
"anonymous fax message sent to the British High Commission, which narrated the names
of the respondents as accused persons".

A division bench of Justice AY Kogje and Justice Samir J Dave in its March 6 order after
perusing the various testimonies of witness including that of the appellant—complainant
(PW 68) and the Investigating Officer observed:

"This Court is of the view that the 1.O. made an attempt to carry out the T.1.P. during the
course of investigation by the first 1.O. However, for the reasons mentioned in his
deposition, the T.I.P. could not be proceeded, the Court does not find any reason to
attribute any malafide to the role of the 1.0. Thereafter, the manner of the identification
during the testimony of PW-68 and that too via video conferencing and the answers being
given by PW-68 on the issue of identification, the Court is of the view that such an
identification may not be treated as an absolute identification to be a substantive evidence
on which a conviction can be based or more so, an acquittal can be reversed".

The bench observed that the sessions court had considered the evidence of the
complainant, the FIR and the evidence of the IO and had accepted the defence's
argument that the description of the accused given by the witness was only about the
height, clothes and approximate age; even the FIR did not contain a description of the
accused.

"Therefore, the Sessions Court has rightly concluded that such an identification (Dock)
cannot be the sole ground to base conviction," the court observed.

It further observed that the complainant had in "Dock identification via video conference"
identified the accused as a part of the mob, and referred to Supreme Court decisions
which provide for safeguards to be kept in mind by the Courts before accepting the Dock
identification as an absolute evidence under Section 9 of Evidence Act.
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"In present case, there was no T.I.P. admittedly and PW-68 is a stranger to the area and
the people consisting the mob, the Dock identification is for the first time after a gap of 6
years. Therefore, the Court has no hesitation to conclude that the Dock identification of
the accused in the manner described in the preceding paras can not be treated as a
relevant fact established by prosecution to convict the accused," the court said.

The court perused the complainant's cross examination during trial and noted that he had
admitted in his 2008 statement that he had expressed difficulty identifying the accused
due to the passage of time.He had however denied the defence's claim that he had not
disclosed details about the attackers' appearance in 2002.

On the reliability of the complainant's evidence regarding the version depicted by him
pertaining to the mob the court observed, "This withess has deposed that the vehicle was
intercepted by a mob of 15 to 20 people, where as the mob consisted of large number of
people. An independent witness, PW19, Pravin Patel, Exh-111 in his chief has mentioned
that the Jeep vehicle was followed by a mob as of 150 to 200 persons. This version is
consistent even in his cross".

It observed that though the carrying of lie detector test of accused was not argued
however the court said that conclusion of FSL report on each of the accused-respondents
exonerates them from being in the line of suspect.

On how the names of the accused surfaced in during the course of investigation and on
what basis were they subjected to probe and trial the court said:

"The root lies in the anonymous fax letter which was addressed to British High
Commission, which narrated the names of the respondents as accused persons. The
Court may refer back to the evidence of PW No.75, Exh.297, an officer of British
Consulate and who have referred to an anonymous fax with names of 10 suspects, which
he in turn had forwarded to Director General of Police and the Investigating Officer.
Therefore, the initiation of the investigation is also based on an anonymous fax message
and not on the basis of the evidence of any independent eyewitness".

The court thus dismissing the appeal, noting that it cannot find a reason to interfere with
the trial court's acquittal order.

Background

On February 28, 2002 the complainant—Imran Mohamad Salim Dawood along with his
two uncles Saeed Safik Dawood and Sakil Abdul Hai Dawood and another person of his
village, Mohamad @ Nallabhai Abdulbhai Aswar, all British nationals were on their way
back after completing their trip to Agra and Jaipur, in a car along with their driver Yusuf.

The complaint stated that at about 6.00 p.m., there was a mob on the highway carrying
sticks and dhariyas in their hands. The mob is stated to have intercepted their vehicle and
attacked the passengers. The occupants tried to run, but mob injured Mohamad Aswar
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on the head. The driver was also seriously injured, as a result of which he died on the
spot and the mob is stated to have set fire to the jeep.

As per the complaint, the complainant's two uncles fled away towards nearby fields while
being chased by the mob. The complainant and his relative Mohamad Aswar were
injured; a police patrolling van reached the spot and the two were brought to the hospital
where Mohamad Aswar was declared dead.

Subsequently the relative of the uncles' from UK, along with the then British Deputy High
Commissioner and police personnel from Prantij police station visited a factory near the
area where the vehicle was burnt and were stated to have "found small fragments of
bone". The police inspector had handed over the bone fragments to the then British
Deputy High Commissioner who arranged for it to be sent to the British Deputy High
Commission in Mumbai, which was thereafter sent to a Forensic Laboratory in
Hyderabad; blood samples of the family were also taken to assist in the identification.

Thereafter on March 24, 2002 "an anonymous fax" was received by the then British
Deputy High Commissioner in which name of one of the accused—Pravinbhai Jivabhai
Patel was mentioned stating that he along with a "mob of 50-100 persons" allegedly killed
the complainant's uncles.

The order notes that the then British Deputy High Commissioner wrote to the then Director
General of Police requesting him to direct the Prantij police to investigate further into the
killings of the Appellant's uncles.

Subsequently the Supreme Court had in a 2003 plea—National Human Rights
Commission v/s. State of Gujarat and others, directed the State of Gujarat to constitute a
Special Investigation Team (SIT) in nine cases, including the appellant's case.

Pursuant to this on April 1, 2008 the State issued a notification constituting a SIT. In
December 2008 the appellant's statement was recorded by the SIT. In 2009 sessions
court framed charges against the six accused for various offences of the IPC including
Sections 302(murder), 323(voluntarily causing hurt), 153(A)(Promoting enmity between
different groups on grounds of religion, race, place of birth, residence, language, etc., and
doing acts prejudicial to maintenance of harmony) read with Sections 143(punishment for
unlawful assembly), 147(punishment for rioting), 148(Rioting, armed with deadly weapon)
among others.

Case title: IMRAN DAWOOD S/O. MOHAMMAD SALIM DAWOOD BRITISH NATIONAL
v/s PATEL MITHABHAI PASHABHAI & others
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Arnab Mukherjee Case: NPLP President Files NHRC Complaint, Demands Rs 50
Lakh Compensation

The tragic and suspicious death of Arnab Mukherjee, a third-year engineering student
from West Bengal studying at KIIT University in Bhubaneswar, has taken a new turn.

https://pragativadi.com/arnab-mukherjee-case-nplp-president-files-nhrc-complaint-
demands-rs-50-lakh-compensation/

by Itishree Sethy | April 2, 2025

Subrat Kumar Dash, State President of the National People’s Liberal Party (NPLP), has
filed a complaint with the National Human Rights Commission (NHRC) under NHRC No.
7055/2025, demanding justice for the grieving family.

The complaint seeks an ex-gratia amount of Rs 50 lakh to be granted to the family of the
deceased student, who was found dead under suspicious circumstances in the
Mancheswar police station area on March 31, 2025. The case has now been brought
under scrutiny by several key parties, including the Deputy Commissioner of Police (DCP)
Bhubaneswar, the Director General of Police (DG Police) Odisha, the Home Secretary of
Odisha, and KIIT University authorities.

Dash emphasized the need for swift and transparent action in his complaint, urging the
NHRC to hold the parties accountable for any negligence that may have contributed to
the unfortunate incident. Meanwhile, authorities are under pressure to provide clarity and
closure to the student’s family and the university community.

The investigation is ongoing as the involved parties prepare to respond to the NHRC’s
directives.
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